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Information sharing 

28. No single practitioner can have a full picture of a child’s needs and 

circumstances so effective sharing of information between practitioners, local 

organisations and agencies is essential for early identification of need, 

assessment, and service provision to keep children safe. Rapid reviews and 

child safeguarding practice reviews have highlighted that missed 

opportunities to record, understand the significance of, and share information 

in a timely manner can have severe consequences for children11. 

29. Practitioners should be proactive in sharing information as early as possible 

to help identify, assess, and respond to risks or concerns about the safety and 

welfare of children. This may be when problems are first emerging (for 

example, persistent school absences) or where a child is already known to 

local authority children’s social care. Sharing information about any adults 

with whom that child has contact, which may impact the child’s safety or 

welfare, is also critical. 

30. Information sharing is also essential for the identification of patterns of 

behaviour when a child is at risk of going missing or has gone missing, 

including being missing from education. When multiple children appear 

associated to the same context or locations of risk, or in relation to children in 

the secure estate where there may be multiple local authorities involved in a 

child’s care, it will be for local safeguarding partners to consider how they 

build relationships and share relevant information in a timely and 

proportionate way with each other, other local organisations, and other 

safeguarding partnerships. 

31. The Data Protection Act 201812 and UK General Data Protection Regulation 

(UK GDPR) supports the sharing of relevant information for the purposes of 

keeping children safe. Fears about sharing information must not be allowed 

to stand in the way of safeguarding and promoting the welfare of children. To 

ensure effective safeguarding arrangements: 

• all organisations and agencies should have arrangements in place that 

set out clearly the processes and the principles for sharing information. 

The arrangements should cover how information will be shared with 

their own organisation/agency and with others who may be involved in a 

child’s life 

• practitioners should not assume that someone else will pass on 

information that they think may be critical to keep a child safe. If a 

practitioner has concerns about a child’s welfare or safety, then they 

should share the information with local authority children’s social care 

and/or the police. All practitioners should be particularly alert to the 

importance of sharing information when a child moves from one local 

authority into another, due to the risk that knowledge pertinent to 

keeping a child safe could be lost 

• UK GDPR provides a number of bases for sharing personal information. 

It is not necessary to seek consent to share information for the purposes 

of safeguarding and promoting the welfare of a child provided that there 

 
11 Child Safeguarding Practice Review Panel 2021: annual report 
12 Data Protection Act 2018 

https://assets.publishing.service.gov.uk/media/657b183d0467eb001355f870/Working_together_to_safeguard_children_2023_-_statutory_guidance.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/1123913/Child_Safeguarding_Practice_Review_Panel_2021_-_annual_report.pdf
https://www.legislation.gov.uk/ukpga/2018/12/contents/enacted
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is a lawful basis to process any personal information required. The legal 

bases that may be appropriate for sharing data in these circumstances 

could be “legal obligation” or “public task”, which includes the 

performance of a task in the public interest or the exercise of official 

authority. Each of the lawful bases under UK GDPR has different 

requirements13. In some circumstances, it may be appropriate to obtain 

consent to share data, but it is important to note that UK GDPR sets a 

high standard for consent which is specific, time limited and can be 

withdrawn (in which case the information would have to be deleted) 

32. Practitioners must have due regard to the relevant data protection principles 

which allow them to share personal information, as provided for in the Data 

Protection Act 2018 and UK GDPR. To share information effectively: 

• practitioners should be confident of the lawful bases and processing 

conditions under the Data Protection Act 2018 and UK GDPR that allow 

them to store and share information, including information which is 

considered sensitive, such as health data, known under the data 

protection legislation as “special category personal data” 

• where practitioners need to share special category personal data, for 

example, where information obtained is sensitive and needs more 

protection, they should consider and identify the lawful basis for doing 

so under Article 6 of UK GDPR, and in addition be able to meet one of 

the specific conditions for processing under Article 9. The Data 

Protection Act 2018 specifies “safeguarding of children and individuals 

at risk” as a processing condition that allows practitioners to share 

information, including without consent (where in the circumstances 

consent cannot be given, it cannot be reasonably expected that a 

practitioner obtains consent or if to gain consent would place a child at 

risk). However, practitioners should be aware of the risks of processing 

special category data and be mindful that a data protection impact 

assessment must be completed for any type of processing which is likely 

to be high risk14 

33. Practitioners should aim to be as transparent as possible by telling families 

what information they are sharing and with whom, provided that it is safe to 

do so. 

  

 
13 Lawful basis for processing: Information Commissioner’s Office  
14  Data protection impact assessments | ICO 

https://assets.publishing.service.gov.uk/media/657b183d0467eb001355f870/Working_together_to_safeguard_children_2023_-_statutory_guidance.pdf
https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/accountability-and-governance/guide-to-accountability-and-governance/accountability-and-governance/data-protection-impact-assessments/
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Common myths that hinder effective information sharing 

Data protection legislation is a barrier to sharing information 

No. The Data Protection Act 2018 and UK GDPR do not prohibit the collection and 

sharing of personal information, but rather provide a framework to ensure that personal 

information is shared appropriately. In particular, the Data Protection Act 2018 balances 

the rights of the information subject (the individual whom the information is about) and 

the possible need to share information about them. 

Consent is needed to share personal information 

No, you do not need consent to share personal information. It is one way to comply with 

the data protection legislation but not the only way. UK GDPR provides a number of 

bases for sharing personal information. It is not necessary to seek consent to share 

information for the purposes of safeguarding and promoting the welfare of a child 

provided that there is a lawful basis to process any personal information required. The 

legal bases that may be appropriate for sharing data in these circumstances could be 

‘legal obligation’, or ‘public task’ which includes the performance of a task in the public 

interest or the exercise of official authority. Each of the lawful bases under UK GDPR has 

different requirements. It is good practice to be transparent and inform parents/carers 

that you are sharing information for these purposes and seek to work cooperatively with 

them, where it is safe to do so. 

Personal information collected by one organisation/agency cannot be disclosed to 

another 

No, this is not the case unless the information is to be used for a purpose incompatible 

with the purpose for which it was originally collected. In the case of children in need, or 

children at risk of significant harm, it is difficult to foresee circumstances where 

information law would be a barrier to sharing personal information with other 

practitioners15. 

The common law duty of confidence and the Human Rights Act 1998 prevent the 

sharing of personal information 

No, this is not the case. In addition to the Data Protection Act 2018 and GDPR, 

practitioners need to balance the common law duty of confidence and the Human Rights 

Act 1998 against the effect on individuals or others of not sharing the information 

IT systems are often a barrier to effective information sharing 

There are many IT systems that support the sharing of information, such as the Child 

Protection Information Sharing project (CP-IS). It is important that the sector continues 

to work with IT suppliers to ensure that their user needs around information sharing are 

factored into priorities for system enhancement. 

 
15 Practitioners looking to share information should consider which processing condition in the Data Protection Act 2018 is most appropriate 
for use in the particular circumstances of the case. This may be the safeguarding processing condition or another relevant provision. 

https://assets.publishing.service.gov.uk/media/657b183d0467eb001355f870/Working_together_to_safeguard_children_2023_-_statutory_guidance.pdf

